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Abstract-In this paper, the ability of SIP session over UDP
transport protocol retransmission issue in IMS network is
investigated and analysed. We described SIP session in with
end-to-end SIP signalling flow through the IMS entities such as P-
CSCF, 1I-CSCF, S-CSCF and HSS, including the involvement of
related SIP messages. The UDP retransmission issue, e.g., INVITE
request and loss rates parameters, were conducted to determine
the loss of sessions. It has been found that the gradual increase of
session loss occurred after the first attempt of transmission. It is
affected by the request rates and loss rates. Therefore, the
deployment of RFC3261 TimerB and T1 with value of 32s and
0.5s respectively, will prevent the SIP system from the huge
number of retransmission.
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2
I. INTRODUCTION

Session

IP Multimedia Subsystem (IMS) is a new framework,
basically specified for mobile networks, for providing Internet
Protocol (IP) telecommunication services. It has been
imrcducedmthe Third Generation Partnership Project (3GPP)
Release 5 as part of the core network evolution from circuit-
switching to packet-switching for Universal Mobile
Telecommunications System (UMTS) networks [1]. was
refined by subsequent Release 6 and 7 [2] [3]. An IP
multimedia framework was later introduced by 3GPP2 as the
Multimedia Domain (MMD) for third generation Code
Division Multiple Access 2000 (CDMA2000) networks, and
finally harmonized with IMS. Real-time services can only be
properly supported using the release 6 IMS speciieltions.

IMS is an international, recognized standard, and now being
embraced by other standards bodies including ETSI/TISPAN.
The standard supports multiple access types—including
GPRS/UMTS, 2G/3G networks, PSTNs, enterprise fixed
networks via IP mrex, residential xDSL or cable modem,
WLANs, 3GPP Long Term Evolution (LTE) and LTE-
Advanced, and Worldwide Interoperability for Microwave
AE}ss (WIMAX).

Session Initiation Protocol (SIP) is used as a signalling
protocol in an IMS environment. The SIP protocol [4] provides
functionalities such as terminal location, session establishment,
session management and participant invocation, including
creating, modifying, and terminating sessions with one or more
participants. The sessions contain any combination of media
such as voice, data, audio, video files, etc., and can be modified
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at any time by adding new parties or changing the nature of the
session. SIP signalling has been desigm be attuned with
any transport protocols, typically Transmission Control
Protocol (TCP) and User Datagram Protocol (UDP).

This paper focuses on UDP as the transport protocol for SIP
signalling. The retransmission issue over UDP and its influence
on SIP session performance are respectively determined,
ingatcd and analysed.

The rest of the paper will be as follow: Section II describes
IMS architecture. A brief description of SIP and session
establishment in registration process is presented in section I11.
In addition, Section IV addresses the characteristic of UDP

rotocol and the UDP retransmission issue, respectively. It also
hudes our results and discussions. The final conclusion is
presented in Section V.

IMS ARCHITECTURE

In general, the architecture of IMS is divided into ncc
functional layers as depicted in Figure 1 [3] [5]. Service layer
comprises application and content servers to execute basic,
supplementary and value-added services for the user. Generic
service enablers, as defined in the IMS standard (such as
presence and group list management), are implemented as
services in aGiP Application Server (AS). The application or
service layer contains various types of application servers such
as the SIP AS, third-party open service access ({BA) AS, and
legacy service control point (SCP) AS. The IMS controls
service via the subscriber’s home network and those signalling
network elements distributed in the service layer and the
control nrer [6].

The control layer comprises network control servers for
managing call or session set-up, modification and release. The
most important of these is the Call Session Control Function
(CSCF), also known as a SIP server. This layer contains a full
suite of support functions, such as provisioning, charging and
operation and management (O&M). Interworking with other
operators networks and or other types of networks is handled
by b«a;r gateways called Session Border Controller (SBC).
This r also includes the Home Subscriber Server S]
database, Subscriber Location Function (SLF) database, Policy
Decision Function (PDF), and Breakout Gateway Control
Function (BGCF).
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The connectivity layer comprises routers and switches, both
for the backbor d the access network. The connectivity or
access layer is used to transport signalling traffics and media
streams. This layer contains switches, router, and media
processing entities (MGWs), signalling gateways (SGWs),
Media Resource Function Controls (MRFCs), and MRF
Processors (MRFPs). Since IMS is designed to be accessed
independently, it can connect to different types of existing and
emerging access networks as long as they have IP connectivity.
Access networks that can connect with the IMS include GSM,
GPRS/UMTS, PSTNs, enterprise fixed networks via IP
Centrex, residenti ed networks via xDSL or cable modem,
WLANs, 3GPP Long Term Evolution (LTE) and LTE-
Advanced, and Worldwide Interoperability for Microwave
Access (WIMAX).
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Fig. |. Layered architecture in IMS

- I1I. SESSION ESTABLISHMENT IN IMS
11
A. Session Initiation Protocol

Session Initiation Protocol (SIP) is a signalling control
protocol at application-layer for creating, modifying, and
terminating sessions with one or more participants.

Trafllbnally, the Internet Protocol (IP) suite provides two
core transport layer protocols, ie., Transmission Control
Protocol (TCP) and User Datagram Protocol (UDP). Both have
different  characteristics  when 1plemented in  the
communication system. Later, the Internet Engineering Task
Force (IETF) through the Efhalling Transport (SIGTRAN)
working group introduced the Stream Control Transmission
Protocol (SCTP) as a transport protocol, serving a similar role
to the mand UDP.

The SIP is designed to be independent of the underlying
transport layer, therefore it should run over TCP, UDP or
SCTP. Since each protocols have different transport
characteristics, the performance of SIP transmission for

particular traffic may also be influenced and vary. TmSIP
messages can be in the form of request or response from a
client to the server or server to the client [4]. Example of the
SIP messages is shown in Table 1.

TABLE I
TYPE OF SESSION ESTABLISHMENT MESSAGE
Session establishment message Type of o
INVITE Request
100 TRY ING Response
183 SESSION PROGRESS Response
PRACK Request
200 0K Response
UPDATE Request
180 RINGING Response
ACK Request

B. Session Establishment in Registration Process

In this paper, the signalling analysis is just focused in the
session establishment registration of an UE in IMS network.
The UE is considered to have connected to the network either
through the internef&} via mobile phone networks.

Figure ows the session establishment flows in
case an UE want to register to IMS Network. The UE generates
the Request Register and sends to thm-CSCF via the UDP
protocol. As no port is indicated in the route header, the request
will be 50 the default SIP port (port 5060) [4].

Upon receiving the initial Register request, the P-
CSCF acts as the SIP U&;}und proxy, since the UE is not
authenticated yet. The SCF processes the request by
forwarding the Register request to the [-CSCF. The P-CSCF
removes its own entry from the Route header, hence the Route
header will be empty. The only routing-related information left
now is the registrar address in the request URIL, which point to
UE’s home network. In order to discover the address of a SIP
proxy in home network, the P-CSCHéheeds to resolve the
domain name via the DNS (it is given in the request URI).
addition, the P-CSCF will not put the address of the I-CSCF in
the Route header. Nevertheless, the P-CSCF will put the
address of the I-CSCF as the destination address in the UDP
packet in which the SIP request is transported. Before sending
the Register message, the P-CSCF als@éiidds itself to the “Via”
header, in order to obtain the response of the request [7].

e I-CSCF receives the Register request and interrogating
S-CSCF that is assigned to serve the UE who is registering.
If there is no S-CSCF has been assigned, then the I-CSCF
uld select one. After putting its own entry in the Via header,
the I-CSCF smmm Register request to the S-CSCF, that it
either, umd from the HSS or that is selected by I-CSCF.
Upon receiving the initial Register request, the S-CSCF will
request the UE to authenticate himselffghhis will result another
Register request from the UE. This second Registe: uest
will include the same registration-related information and will
also be route exactly the same way as the initial Register
request. If the authentication procedures are successful, the S-
CSCF will register the UE. The S-CSCF will also update the
information in the HSS to indicate that the UE has[lifen
registered now. The HSS will upload UE’s user profile to the
S-CSCF via the Cx interface. Afterward, the S-CSCF will send
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back a 200 OK message as the response to the UE. It indicates
that the registration procedure has succeeded [8].
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Fig. 2. Session establishment in registration process.

IV. TRANSPORT PROTOCOL RETRANSMISSION ISSUE

A. User Datagram Protocol (UDP)

The characteristic, which have been considered in this paper,
is the behaviour of UDP when experiencing the loss of packets,
arats nature to perform the packet/session retransmission.

UDP is defined to make available a bestrt datagram
service mode to an end-system (IP terminal). UDP provides a
procedure for application programs to send messages to other
programs with a minimum céotoco] mechanism. It means
the UDP is unreliable hence there is no guarantee for delivery
and no protection from duplication [9].

UDP communication accordingly does not incur connection
establishment and teardown overheads and there is minimal
associated end system state. Based on these characteristics, a
very efficient communication but has no inherent congestion
control. Another unique characteristic of UDP is no specific
requirements acquired when working in many platforms.
Applications can send UDP datagrams at the line rate of the
link interface, which is often much greater than the available
path capacity, and doing so would contribute to congestion
along the path, applications therefore need to be designed
conscientiously.

When transmitting a UDP datagria a terminal should
complete the appropriate fields in the UDP header and

Bandung, November 7-8, 2013

forwards the data along with the header for transmi ssicrmthe
IP network layer. UDP header composes of four fields: Source
pca Destination port, UDP length, UDP Checksum.

The pseudo header that conceptually prefixed to the UDP
header contains the source address, the destination address, the
protocol, and the UDP length (Figure 3). 'lus information
gives protection against misrouted datagrams. If the computed
checksum is zero, it is transmitted as all ones (the equivalent in
one's complement arithmetic). An all zero transmitted
checksum value means that the transmitter generated no
checksum (for debugging or for higher level protocols that
don't care) [9].

Sowrce Port

DATA

Fig.3. UDP headers.

In IMS, the implementation using UDP transport protocol
has a different procedure with TCP, ﬁarc 4 depicted when a
request is sent via UDP. UDP header indicates the IP address
and port number to where all related responses should be
routed. When a request is sent out using TCP, the TCPmlder
information is overridden and the response is rerouted back to
the sender's address and port number. In contrast, TCP is a
connection-oriented transport protocol, so that applying this
rule will ensure that there is no need to open additional TCP
connections to send resfshnses and requests received via TCP.
This cause the routing of SIP messages between P-CSCF and
the UE will behave differently [6].

UDP

Requests And Responses From UE

Requests And Responses To UE
-—

P-CSCF

TCP

Requests From UE

Responses ToUE

P-CSCF

Requests Te UE

From UE

Fig. 4. Requests and Responses UDP and TCP between UE to P-CSCF

B. UDP Retransmission Issue

The UDP [9] uses the connection-less oriented mode which
provides a simple transmission model without implicit
handshaking, set up channels or data paths between hosts
before the communication is established. It is timely delivery
therefore the reliability, packet ordering or data integrity
cannot be highly expected in this protocol. Its stateless nature
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make the UDP is compatible with packet broadcast,
multitasking and streaming media application such as VolP.

The performance of SIP transmission for particular traffic
may be influenced by the characteristics of the UDP. When
working with  UDP, SIP conducts an exponential
retransmission to enable reliable mess&ﬂ delivery. In all
presented scenarios, if the SIP sender does not receive a
response to a sent request, either due to the loss of the request
itself or the response to it, the sender will retransmit the request
after a particular time [4], e.g., T1 second. Thus, the timeout
value is increased. When the maximum number of
retransmission was sent, without any respond. the sender will
stop sending the request.

For the case of INVITE requests, the exponential
retransmission characteristic is used up to 32 seconds [4],
which is called TimerB. The requests are retransmitted at time
points T1, 3T1, 7T1, 15T1 and up to TimerB. This can be
represented as a series in the form of:

(-1, (22-1r1,
(22 -10T11,..,2Y - 171 (1)

Where (2¥ = 1)T1 = TimerB.

A loss rate of [ is defined as the rate of loss transmitted

packets/sessions in the network, and INVITE request rate * is
defined as number of requested transmission and
retransmission due to the session loss. The average sessions
loss per T1 seconds can be determined by T * [, On the other
hand, the retransmitted sessions would also be suffer from a
loss and will have to be retransmitted later. Therefore, the
INVITE request session generation rate ({2) can be determined
as shown in Table 2. Detail description on INVITE requests
rate and determination of session loss can be found in [10].

TABLE 2
DETERMINED SESSIONS LOST[10]
Ti I Session loss
0 r Ir
171 r+lr Ir +1%r
271 r+lr Ir +1*r
371 r+ir4Pr Ir + Pr+ Pr
4TI r+lr+r Ir +%r + I*r
5T1 r+ir+3r Ir + 3r + Br
7T1 r+lr+ P4 Br Ir + v+ PBr+ 1%
871 r+lr+ Pr+Pr Ir + Pr+ Pr+ 1%
IST | r+lr+Pr+Pr+r | r+ Pr+ Pr+ Pr+0°
3T
63T | r+ Pr+ Pr+ Pr+ P rl%lPr + Pr+ Pr+ Br

| 64T [ r 4 Pr+ Br4 Ur 4 B ri¥elPr + Br4 Br 4 Brg v+ 0

As recommended in [4], T1 is set to 0.5 s, whereas the loss
rate (/) is assumed to be 5% and 10 % and INVITE request rate
(r) were set to 1500, 2000 and 2500 request per second. With
all those parameters, the loss of sessions in a particular time
can be determined as depicted in Figure 5.

300.00

275.00 4 p*
250.00
225.00
200.00

175.00

150.00

125.00

100.00

Session lost [-]

75.00
50.00
25.00

000 trrrr T
0 5 10 15 20 25 30

35 40 45 50 55 &0
Time (s)

e | NVITE 122500 [Jois rate-1056)
INVITE rate:2000 (loss rate-105)
s | NWITE rzte: 1500 [lozs rate-10%)
e |NVITE rte:2500 [loss rate 55
— | NVITE rane:2000 (loss rate 55

Fig. 5. The characteristic of lost SIP session in UDP transport protocol

As can be seen in Figure 5, number of lost session is
influenced by the designed INVITE request rate and loss rate.
In the given time, the higher INVITE rate and loss rate will
cause the higher session lost during the transmission. With the
assigned loss rate, the transmission rate started with 1 session
per second, and then increased gradually by the maximum
number of additional re-transmission sessions. It is due to the
behaviour of UDP that reacted to perform the re-transmission if
the respond of the request session is not received when the T1
second has been reached. TimerB (32 seconds) is applied to
deal with this characteristic issue. The deployment of TimerB
will prevent the SIP system from the huge number of
retransmission. In addition, assigning the proper value of T1,
related to the INVITE and loss rates condition, will also give
the solution for a very frequent session re-transmissions.

V. CONCLUSION

In this paper we have described IMS and analysed

r+ir+ Iz;."+ r + 1% HF+ Pr+ £3r ¥ [°r + 57 b #ptransmission SIP over UDP with assumption that the delay

occurred due to the nature of UDP unrcliable characteristic was
true. _ The performance evaluation based on UDP

F fstﬁtﬂaﬁgﬁlission, INVITE request and loss rate was conducted to
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determine the loss of sessions. It has been found that the
gradual increase of session loss occurred after the first attempt
of transmission. It is affected by the request rates and loss rate.
Therefore, the deployment of TimerB (e.g., 32 s) will prevent
the SIP system from the huge number of retransmission. In
addition, assigning the proper value of T1 (e.g., 0.5 s), related
to the INVITE and loss rates condition, will also give the
solution for a very frequent session re-transmissions.

From this study it can be concluded that despite having used
widely in IMS system, the UDP transport protocol for SIP
session establishment still has some drawbacks due to the
unreliability nature of UDP transmission. By providing the
given solutions, UDP remains the most prolific protocol for
carrying SIP messages. However, taking the other transport
protocols such as TCP and SCTP for further investigation and
deep analysis is worth to be done.
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